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Abstract. The paper presents a new approach to transparent BIST for word-
oriented RAMs which is based on the transformation of March transparent test
algorithms to the symmetric versions. This approach allows to skip the
signature prediction phase inherent to conventional transparent memory
testing and therefore to significantly reduce test time. The hardware overhead
and fault coverage of the new BIST scheme are comparable to the conventional
transparent BIST structures. Experimental results show that in many cases the
proposed test techniques achieve a higher fault coverage in shorter test time.

1 Introduction

Today semiconductor memory testing becomes one of the strategic position in the
arca of computer systems design and diagnosis. It can be explained by the following
two main reasons: memory devices are used in any computer and most other digital
systems and play a key role in terms of correct functioning the complete system, and
on the other hand, advances in memory technology make memory testing more and
more complicated due to appearance of the new defect mechanisms in memory
devices and constraints of fault coverage and the time spent on the test procedures.

In this paper we concentrate our attention on one of the most important group of
test techniques used for solving the problem of memory testing: transparent Built-In
Self-Test (BIST) for Random Access Memories. These techniques were introduced
due to the problem of the limited accessibility of embedded memories which are
widely used in many critical applications (medical electronics, railway control,
avionics, telecommunications etc.) and allow to restore the initial contents of
memories at the end of the test session.

A number of BIST approaches were developed in the past [1-10]. These
approaches are devoted to many aspects of BIST for RAMs: test algorithms, test
hardware implementation, efficient mechanisms for consistency checking etc.
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Taking into account the results related to transparent memory testing [2, 4, 10,
11] it should be concluded that the most frequently used test algorithms for
transparent RAM BIST are march tests [12-14] which combine a high fault coverage
with an acceptable test time even for memories of the large sizes (1M and higher).
Another advantage of these algorithms is that they can be casily extended to
transparent versions [11]. However, the traditional approaches to transforming non-
transparent march algorithms to transparent tests implies significant increasing test
time needed for calculating the learnt signature. It can be illustrated by the following
example. Let us consider four-bit memory and transparent version of the MATS+
algorithm [12] (see Fig 1.) which can be written as {< (w0); T (10, wl); { (r1,
w1)}. Throughout the paper we will use the notations presented below:

1. a°: complementary value of a € {0, 1};

2. I+ increasing addressing order;

3. I: decreasing addressing order;

4. &: arbitrary addressing order;

5. w0, wl: write 0, 1 into memory cell;

6. 10, r1: read memory cell, expected value is O, 1;

7. wa, wa”: write a, a° into memory cell;

8. ra, ra®: read memory cell and feed result into signature register, expected value is
a, a%;

9. (ra®): read memory cell with expected value a and feed a° into signature register.
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Fig. 1. BIST Scheme for RAMs

MATS+ algorithm can be transformed into a transparent test by removing the first
march element (w0) which is used for RAMs initialization and replacing read and
write operation with fixed values "0" and "1" with the appropriate values which
depend on the sequence of Read and Write operations of the initial algorithm [11].
For MATS+ its transparent version consists of the following two phases:

1 {T (ra); ¥ (ra%};
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2. 41 (ra, wa®); U (ra°, wa)}.

The former phase called "signature prediction phase" is needed for calculating the
learnt signature which depends on the memory contents, and the latter phase is used
for RAM's testing. During the testing process after each Read operation the obtained
data is fed into the signature register, and at the end of the test session the final
signature S is compared with the learnt signature .

In general, the signature prediction phase consists of all Read operations of the
complete march algorithm. For the considered example it implies that one third of
the test time is required for signature prediction. and this ratio is similar for any
transparent march algorithm. To cope with this problem a new technique for
transparent testing bit-oriented RAMs was proposed in [15]. In this paper we extend
it to the case of word-oriented memories and show that this systematic approach
allows to avoid spending extra time on performing signature prediction phase
without any losses in fault coverage. The paper is organized as follows: The basic
principles of the proposed BIST schemes are presented in Section 2. Section 3
demonstrates the general applicability of the new approach and Section 4 analyzes
the experimental results and the fault coverage of the proposed technology for
transparent RAMs testing.

2 March Algorithms Symmetry and Signature Prediction

It should be noticed that most of the march test algorithms used for transparent RAM
BIST produce test data with a high degree of symmetry. To illustrate this statement,
consider MATS+ algorithm again and the BISTed four-bit RAM shown in Figure 1.
For the fault-free memory during the both phase the data sequence read from the
memory can be represented the binary vector (aj, a, as, a4, a4°, as°, a5°, a;9)=(1, 1, 0,
1,0, 1, 0, 0). The so-called property of symmetry of march algorithms is concluded
in generation of bit sequence on the output of the RAM in reverse order and with
complemented entries compared to the sequence produced by the previous march
clements. Combining such a kind of symmetry with a certain type of signature
register allows to completely omit the signature prediction phase of conventional
transparent memory BIST techniques. The proposed transparent technique is based
on the switching between the regular feedback polynomial and its reciprocal
polynomial during signature analysis. To detail the new test methodology, consider
the following formal definitions first introduced in [15].

Definition 1: The signature obtained for a test data string d € {1, 0}" using
single input signature register with feedback polynomial h(X) € GF(2)[X] and initial
state s € {1, 03" is denoted by sig(d, s, h).

Definition 2: Let h(X)=h, X"+ h, X"'+._.+ h;X+h, be a polynomial of degree k.
Then h'(X)=X"W(X")= ht+ h X +.+ hX"'+hX" denotes the reciprocal
polynomial (the general structures of signature registers corresponding to h(X) and
h'(X) are shown in Figure 2).
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Definition 3: Let d=(do, ..., duy) € {1, 0}" be a data stream, then d'=( d,.., ..., do)
€ {1, 0}" denotes the data stream with components in reverse order, and d°=(d,’, ..
d.1%) € {1. 0}" denotes the data stream with inverted components.

Consider a single input signature register with initial state s € {1, 0}* with
structure defined by feedback polynomial h(X) € GF(2)[X]. Letd e {1, 0}" be a test
data stream with corresponding signature o= sig(d, s, h). It was shown [15] that
signature analysis using h'(X) as feedback polynomial and the reversed signature ¢~
as an initial state provides the original state s as signature for the data stream d". In
other words,

13

sig(d’, sig(d. s, )", h)=s.
Figure 3 illustrates the above proposition.
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a) single-input signature register with feedback polynomial h(X)
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b) single-input signature register with feedback polynomial h"(X)

Fig. 2. Single-input signature registers with original and reciprocal feedback polynomial

The results obtained for single output signature analyzer can be extended to the
case of multi-input signature register (MISR) and word-oriented RAM which is
typical in practice. Let us consider BILBO-type MISR [16] presented in Figure 4.



Transparent Word-oriented Memory BIST Based on Symmetric March Algorithms 5

This kind of signature analyzer (Type 1) is described by the original
polynomial h(X)=h X"+ h,, X*'+...+ h;X+h,, however a state of the register depends
on a k-bit word dy;...d;dy compacted instead just one bit d. The functioning of such
an analyzer can be described by the following recursive expressions:

k-1
St (M)=dicr (n)y+ 2 s; (n=Dh; M
i=0
si(m)=d;(n)+s(n-1) 2
So(m)=do(n)ts;(n-1) 3
a) h(x)=+x+1 b) h(x)=x+x+1
™ (T
0 0 0 0 1 1
VA A\
LV
d State of the signature register State of the signature register d
1 1 0 0 1 1 1 0
1 1 1 0 1 1 0 0
0 1 1 1 1 0 0 1
0 0 I I 0 0 0 !

Fig, 3. Signature analysis with the original and reciprocal feedback polynomial

dk-l dl dO
() Sia1 ><> 2 S 5,

& ()

I~ L NP

Fig. 4. Multi-Input Signature Register (Typel)

Tt is obvious, that the previous states of the register s,.;(n-1), ..., s;(n-1), so(n-1)
can be found from (1)-(3) as follows:
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Si-1(n-1)=so(n)+dio(n) (€))
s1(n-1)=so(n)+do(n) Q)]
-D=s,;(n)+d;.
. So(n-1)=si.; (n)+dy 6)

1+ X (si(n) +d;()hyyg
i=0
The expressions (4)-(6) define the structure of the MISR (Type 2) corresponding
to the reciprocal polynomial h'(X) = h+ hy, X +...+ h; X*'+hX" (see Figure 5).
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Fig. 5. Multi-Input Signature Register (Type2)

Let msig(D, S, h) be a signature obtained using MISR of Type 1 for a sequence of
binary-valued vectors D=D¢D;, ..., Dy, where Di=(do, d; ..., diy). S € {0, k}k is
initial state of MISR, and h is polynomial h(X)=hX"+ hX“'+..+ hX+h, €
GF(2)[X]. Denote D'= D,,, Dy , ..., Do the sequence of binary-valued vectors in
reverse order to the sequence D. Then the following theorem is valid for the case of
signature analysis based on symmetric algorithms and MISRs of Type 1 and Type2.

Theorem: Let D=D¢D,, ..., D, be a data stream compressed to the signature
o=msig(D, S, h) by MISR of Type 1. Then signature analysis based on MISR of Type
2 results in the following final signature msig'l(D*, o, h")=S, where o is the initial
state of MISR of Type 2.

Proof: Consider a compressed sequence consisting of the only binary-valued
vector (do, d; ...., diq). In this case signature analysis based on MISR of Type 1 and

initial state S=(s.1, ..., So) provides the signature
k-1
o=(di1+ X, s;h; L satdis, .o, s1+dy).
i=0
Signature analysis based on MISR of Type 2 results in
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k-1
(Scatdiatdia, ..., $1+dotdo, diH(diat X sihy Yt
i=0

k-1 k-1
Z(Si +di71 )h1 + Zdiflhi ):(Sk_l, vees So):S.

i=1 i=1
The proof for a sequence of binary-valued vectors with an arbitrary length m
follows by induction.

g.c.d.
An example of signature analysis with MISRs is presented in Figure 6.
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Fig. 6. Signature analysis with multi-input registers

3 Symmetric March Algorithms Construction

The proposed BIST schemes for bit- and word-oriented RAMs can be used with any
transparent march test which is symmetric in the following sense.
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Definition 4: Let D € {0, 1}™ be a data string. D is called symmetric, if there
exists a data string d € {0, 1}* with D=(d, d") or D=(d, d™). A transparent march
test is called symmetric, if it produces a symmetric data string D.

In general, it cannot be expected, that an arbitrary transparent march test is
symmetric. However, any march test can be easily extended to fully symmetric
version. Consider the March C- algorithm as an example [14]. The initial algorithm
version is defined as

{ewo); To, wl); Trl, wo); 40, wl); b(rl, wo); &(10)}
and its transparent version is

{Nra, wa®); M(ra®, wa); U(ra, wa®); U@a®, wa); U(ra)}.

The test data stream fed to the signature analyzer is not symmetric in sense of
Definition 4. To satisfy its requirements an additional march element (shown in
bold) has to be introduced:

{Mra®); M(ra, wa®); M(ra®, wa); U(ra, wa®); U(ra, wa); U(ra)}.
Despite the extended algorithm version will increase the test time from
O(@n) to O(10n), there is still a considerable gain in efficiency compared to the
conventional 14n transparent Marc C- test with signature prediction. Similarly, any
known transparent algorithms can be transformed to its symmetric versions. Table 1
shows the resulting test lengths for some commonly used transparent march tests
[12].

Table 1. Comparison of test complexities for conventional transparent and symmetric
transparent march tests

Symmetric
Algorithm Transparent BIST Transparent
BIST
Time for Time for Overall Overall Time
Signature Transparent Test Time
Prediction
MATS+ 2n 4n 6n 4n
March C- 5n In 14n 10n
March A 4n 14n 18n 16n
March B 6n l6n 22n 18n
March X 3n 5n 8n 6n
March' Y 5n n 12n 8n

4 Fault Coverage Issues

For investigation the ability of the proposed approach to transparent BIST for word-
oriented memories 16K RAM of organization 8x2K was simulated (discussion of the
investigated fault models (SAF: stuck-at faults, TF: transition faults, CFid:
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idempotent coupling faults, CFin: inversion coupling faults can be found in [12,
13]). As can be observed (see Table 2), the new BIST scheme provides fault
coverage comparable with conventional BIST technique.

5 Conclusions

A new approach to transparent BIST for word-oriented RAMs has been proposed
which exploits symmetries in march algorithms. Compared to traditional transparent
BIST schemes this new approach provides significant reduction in test time while
preserving the benefits of conventional approaches with respect to hardware
overhead and fault coverage.

Table 2. Simulation results (fault coverage in % for single faults) for 82K RAM

Algorithm March C March C- March X
Fault Model |Conventi-| Symmet- |Conventi-| Symmet- | Conventi-| Symmet-
onal ric onal ric onal ric
SAF 100 100 99.59 100 100 100
TF 100 100 99.69 100 99.70 99.95
Cfid 99.98 100 99.91 100 4998 4998
Cfin 99.94 100 99.78 100 99.87 99.89
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